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Íslandsbanki
Managing & Mitigating Open Source Vulnerabilities with Black Duck SCA

Company overview

 An Icelandic bank with roots tracing 
back to 1884, Íslandsbanki offers 
consumer, private, and corporate 
banking services, mortgage loans, 
private equity, wealth management, 
credit cards, and other financial 
services to businesses and 
consumers.

The challenge: Managing open source in 
containers and applications
“We were initially looking for a software composition analysis (SCA) solution to actively 
monitor our container deployments for open source vulnerabilities,” said Finnur Örn 
Guðmundsson, infrastructure architect at Íslandsbanki. “We felt we weren’t managing 
the open source we were using in a consistent fashion, and monitoring it entailed a lot 
of manual labor on the part of our developers.”

“When we dug more deeply into our needs, we also saw the potential benefit of SCA for 
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